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Abstract of the contribution: New solution describing enhancements to PDU Session Establishment procedure for supporting TCP/IP proxying via MPQUIC.
1	Discussion
KI#2.1 as described in the TR 23.700-54 describes the following aspects that need to be studied
-	What enhancements are required to existing Rel-18 MPQUIC steering functionality described in TS 23.501 [3] to support proxying of TCP traffic using MPQUIC;
-	What enhancements are required to existing Rel-18 MPQUIC steering functionality to support proxying of general IP traffic using MPQUIC;
-	What enhancements are required to existing Rel-18 MPQUIC steering functionality to support proxying of Ethernet traffic using MPQUIC.
2 	Proposal
[bookmark: _Hlk513714389][bookmark: _Hlk91782779]It is proposed to add the following content to TR 23.700-54.
* * * Start Change  * * * *
[bookmark: _Toc157657208]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.261: "Service requirements for the 5G system".
[3]	3GPP TS 23.501: "System architecture for the 5G System (5GS)".
[4]	3GPP TS 23.502: "Procedures for the 5G System (5GS)".
[5]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[x]	RFC 9114:  "Hypertext Transfer Protocol Version 3 (HTTP/3)".
[y]  	RFC 9484:  " Proxying IP in HTTP".


* * * Next Change  * * * *

[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc153792592][bookmark: _Toc153792677][bookmark: _Toc157760686][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of DualSteer Solutions to Key Issues
	
	Key Issues for DualSteer

	Solution#
	<Key Issue #1.1>
	<Key Issue #1.2>
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Table 6.0-2: Mapping of ATSSS_Ph4 Solutions to Key Issues
	
	Key Issues for ATSSS_Ph4

	Solution#
	<Key Issue #2.1>
	<Key Issue #2.2>
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* * * Next Change : All new text * * * *

[bookmark: _Toc157657231]6.2.Y	Solution #Y:  Enabling TCP or IP flow via MPQUIC proxy
6.2.Y.1	Description
In Rel-18, proxying for only UPF flow is supported using MPQUIC steering functionality.
RFC 9114 [x] and RFC 9484 [y] further specify how can HTTP/3 be used for proxying TCP flows or general IP flows via a QUIC proxy.
Overall, in order for the HTTP/3 client functionality in UE and the HTTP/3 proxy functionality in UPF (PSA) to use MPQUIC for steering TCP flows (or general IP flows), both need to support the enhanced capability and the support need to be negotiated with the network.
In addition to the support from UE and the UPF (PSA), network entities (like SMF, PCF) further needs to configure UE and UPF with appropriate ATSSS rules and MAR rules respectively.  
Further, each type of traffic, should be associated a particular Transport mode for using MPQUIC steering functionality.
Transport mode for TCP flows:
· Since the reliability is not end to end (UE and proxy communicates TCP payload via HTTP/3 frames while proxy and target server via TCP), thus only Stream mode should be used to reliably communicate HTTP/3 frames between UE and PSA-UPF.
Transport mode for general IP flows:
· Reliability (if at all needed) can be done by upper layer protocols, so Datagram mode 2 should be used when connect-ip is to be used for proxying via MPQUIC, unless redundant mode of transmission is used.
Further impacts on each network entity are discussed in procedure described in the next section.
6.2.Y.2	Procedures


Figure 6.2.Y.2-1MA PDU Session Establishment for Non-UDP flows with example of proxying TCP flow

1. UE to SMF PDU Session Establishment request
UE may indicate support for TCP proxying via MPQUIC or support IP proxying via MPQUIC (i.e. using connect-ip).

2. SMF to PCF Npcf_SMPolicy_Association request
Based on UE’s request and if Dynamic PCC is required, SMF may request the PCC rules from PCF based on UE’s and/or network capability to support TCP proxying via MPQUIC or IP proxying via MPQUIC.

3. PCF to SMF Npcf_SMPolicy_Association response
Based on SMF’s request PCF provides the PCC rules with ATSSS control information. If both

4. SMF to UPF : N4 message 
SMF provides UPF MAR rules, indicating use of MPQUIC steering functionality for TCP SDFs as well.

5. UPF to SMF : N4 Response 
UPF may provide the SMF, MPQUIC proxy information including the type of proxy (e.g. connect-udp, connect-ip etc.)

6. SMF to UE PDU Session Establishment Accept
SMF provides UE with ATSSS rules and MPQUIC proxy information needed to support TCP proxying or IP proxying via MPQUIC.

7. An application (with <server-name> as the remote destination) in the UE starts sending TCP flow, UE checks the ATSSS rules and decides to use the MPQUIC functionality for this TCP flow. 

8. HTTP/3 functionality in UE establishes connection to application server via the end proxy

a. UE to MPQUIC proxy in UPF : HTTP request with :method = CONNECT, :authority : <server-name>.

b. UPF checks the MAR rules received from the SMF and allows the use of MPQUIC proxy for the particular Service data flow.

c. MPQUIC proxy in UPF opens up a TCP connection with the target application server (i.e. the <server-name> as specified in the HTTP Connect request in Step 8a) and traffic starts flowing between UE and the end server via MPQUIC proxy.

6.2.Y.3	Impacts on services, entities and interfaces 
UE impacts
· support for proxying TCP or general IP flows via MPQUIC proxying
SMF impacts
· Request specific polices from PCF based on UE and/or network capability to support MPQUIC proxying TCP and to provide associated ATSSS rules/MAR rules to UE and UPF respectively.
PCF impacts
· Providing ATSSS related PCC rules to SMF for proxying TCP or general IP flows via MPQUIC proxying based on UE/network capbabilty.
UPF impacts
· Support of MPQUIC proxying functionality for TCP flows; and for general IP flows (using connect-ip)
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